Add email to an Android phone
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Incoming server settings
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test@azarthritis.com © A Remote security
administration

Client certificate

Password None SELECT The server webmail.azarthritis.com
requires that you allow it to remotely

& SN control some security features of
' your Android device. Do you want to
finish setting up this account?
Client certificate SELECT
None i CANCEL 0K

webmail azarthritis.com

Mobile device 1D

443

If you get either of these errors, make sure Server is set to webmail.azarthritis.com and note that if you scroll down, you'll see the Security Type is SSL/TLS.

Port

443
Couldnt open connection to server. Failed to establish TLSV1.2 session. Please

Security type contact your IT admin.
Domain\Username SSL/TLS ¥

Domain\Username

test@azarthritis.com test@azarthritis.com
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Some phones may ask you to activate device administration. This means that you agree to give AARA certain privileages to wipe your phone if it gets stolen or for other
reasons and to force you to use a password on your phone for possible HIPAA security. We can’t spy on your camera, texting, phone calls, apps or data. We just ensure
that your phone is secure before it can acess AARA’s mail system. You may delete your account at any time.
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Activate device administrator?

M Gmail

The server webmail.azarthritis.com requires that you allow
it to remotely control some security features of your Android
device.

Activating this administrator will allow the app Gmail to
perform the following operations:

Erase all data

Erase the phone's data without warning by performing a
factory data reset.

Set password rules

Control the length and the characters allowed in screen lock
passwords and PINs.

Monitor screen-unlock attempts

Monitor the number of incorrect passwords entered when
unlocking the screen, and lock the phone or erase all the -
phone's data if too many incorrect passwords are entered. Set storage encryption
Require that stored app data be encrypted.
Lock the screen

Control how and when the screen locks. Disable cameras

L Prevent use of all device cameras
Set lock-screen password expiration

Change how frequently the screen lock password, PIN, or Disable features in keyguard
pattern must be changed. Prevent use of some features in keyguard.
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